
Headnote:  The SEC’s Decision to Lift the Advertising Ban on Private  
Investments
Steven A. Meyerowitz

Perspectives on the SEC’s Decision to Lift the Advertising Ban on Private  
Investments
H. David Kotz

Auditors at the Gate:  Restoring the Reputational Capital of the Profession – 
Part I
Richard H. Kravitz

Recent Federal Court Decisions Revitalize The Government’s Civil  
Enforcement Power Under FIRREA
Marvin G. Pickholz and Mary C. Pennisi

First Half 2013 Insider Trading Review
Michael Rosensaft

Five Cybersecurity Mistakes Companies Make that Could Result in Their  
Prosecution
Michelle A. Reed and Elizabeth D. Scott

Taming the “ Wild West” :  Regulators Take Aim at Unregulated Virtual  
Currencies
Marcus Asner, Andrew Joseph Shipe, and Alexandra L. Mitter

SEC Takes Aim at Fund Directors Over Valuation Process:  A Look at In re 
J. Kenneth Alderman et al.
Rose F. DiMartino, Margery K. Neale, and Maria R. Gattuso

No Longer the Sleeping Dog, The Fcpa Is Awake and Ready to Bite:  Analysis  
of the Increased FCPA Enforcements, the Implications, and Recommendations 
for Reform
Rouzhna Nayeri 

An A.S. Pratt & Sons Publication	 July/August 2013

Financial
Fraud
Law

Report



The Financial Fraud Law Report is published 10 times per year by Matthew Bender & Company, Inc. 
Copyright 2013 Reed Elsevier Properties SA., used under license by Matthew Bender & Company, Inc. All rights 
reserved. No part of this journal may be reproduced in any form —  by microfilm, xerography, or otherwise —  or 
incorporated into any information retrieval system without the written permission of the copyright owner. For permis-
sion to photocopy or use material electronically from the Financial Fraud Law Report, please access www.copyright.
com or contact the Copyright Clearance Center, Inc. (CCC), 222 Rosewood Drive, Danvers, MA 01923, 978-750-
8400. CCC is a not-for-profit organization that provides licenses and registration for a variety of users. For subscrip-
tion information and customer service, call 1-800-572-2797. Direct any editorial inquires and send any material 
for publication to Steven A. Meyerowitz, Editor-in-Chief, Meyerowitz Communications Inc., PO Box 7080, Miller 
Place, NY 11764, smeyerow@optonline.net, 631.331.3908 (phone) / 631.331.3664 (fax). Material for publication is 
welcomed —  articles, decisions, or other items of interest. This publication is designed to be accurate and authorita-
tive, but neither the publisher nor the authors are rendering legal, accounting, or other professional services in this 
publication. If legal or other expert advice is desired, retain the services of an appropriate professional. The articles 
and columns reflect only the present considerations and views of the authors and do not necessarily reflect those of the 
firms or organizations with which they are affiliated, any of the former or present clients of the authors or their firms 
or organizations, or the editors or publisher.
POSTMASTER: Send address changes to the Financial Fraud Law Report, LexisNexis Matthew Bender, 121 Chan-
lon Road, North Building, New Providence, NJ 07974.  ISBN: 978-0-76987-816-4

Editor-in-chief
Steven A. Meyerowitz

President, Meyerowitz Communications Inc.

Board of Editors

Frank W. Abagnale
Author, Lecturer, and Consultant
Abagnale and Associates 

Stephen L. Ascher 
Partner 
Jenner & Block LLP

Thomas C. Bogle
Partner
Dechert LLP

David J. Cook
Partner
Cook Collection Attorneys 

David A. Elliott
Partner
Burr & Forman LLP 

William J. Kelleher III 
Corporate Counsel
People’s United Bank 

James M. Keneally
Partner
Kelley Drye & Warren LLP

H. David Kotz
Director 
Berkeley Research Group, LLC 

Richard H. Kravitz
Founding Director
Center for Socially  
Responsible Accounting 

Frank C. Razzano
Partner
Pepper Hamilton LLP

Sareena Malik Sawhney
Director
Marks Paneth & Shron LLP

Mara V.J. Senn
Partner
Arnold & Porter LLP
 
John R. Snyder
Partner
Bingham McCutchen LLP
 
Jennifer Taylor
Partner
McDermott Will & Emery LLP

Bruce E. Yannett
Partner
Debevoise & Plimpton LLP



615

Five Cybersecurity Mistakes Companies 
Make that Could Result in Their 

Prosecution

Michelle A. Reed and Elizabeth D. Scott

Five common cybersecurity mistakes may lead to heightened regulatory  
scrutiny/prosecution. The authors provide strategies that may help companies 

successfully avoid these potential pitfalls.  

Over the last two years, more than 40 million confidential records 
have been exposed from countless data breaches.  These types of 
cyber attacks are no longer limited to the financial and health care 

sectors: hackers and other foes now target companies’ intellectual property 
and the nation’s critical infrastructure.1  These and other cyber threats have 
gained significant public and political attention and have been characterized 
as one of the nation’s most serious national security challenges.2  In light of 
the increasing threat cyber attacks pose to the country’s national and econom-
ic security, lawmakers have called for heightened regulatory scrutiny with 
respect to the disclosures companies are making regarding cybersecurity risks, 
material cyber incidents, and the steps taken to manage cyber threats.3  State 
and federal regulators, including the Securities and Exchange Commission 
and the Federal Trade Commission, have responded affirmatively to these 
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requests, issuing guidance concerning cybersecurity disclosure requirements 
and conducting targeted reviews to ensure compliance with such guidance.
	 This increased regulatory attention to cybersecurity risks continues to 
grow, and in May 2013, the new SEC Chairman, Mary Jo White, announced 
that she had initiated a review of the current SEC cybersecurity disclosure guid-
ance with an eye toward future SEC action in this area.4  In this environment 
of enhanced focus on cybersecurity risks and their disclosure, regulatory expo-
sure from data breaches and other cyber attacks is significant, and companies 
subject to such incidents are likely to become the immediate subject of scrutiny 
by state attorneys general and federal agencies.  Five common cybersecurity 
mistakes may lead to heightened regulatory scrutiny/prosecution, and the fol-
lowing strategies may help companies successfully avoid these potential pitfalls.  

Failure to adequately disclose cybersecurity risks 
and cyber incidents in SEC filings pursuant to Item 
503(c) of Regulation S-K

	 Failing to adequately disclose cybersecurity risks and cyber incidents in 
public filings with the SEC exposes companies to increased scrutiny from the 
SEC.  Item 503(c) of Regulation S-K of the Securities and Exchange Act of 
1934 requires disclosure of companies’ most significant risk factors.5  Due 
to the expanding reliance on digital technologies and the growing threat of 
cyber attack, cybersecurity risks have become an increasingly significant risk 
factor for many companies.
	R ecognizing this fact and responding to lawmaker requests for greater 
regulatory oversight, in October 2011, the SEC Division of Corporation 
Finance (“Corp Fin”) issued guidance concerning cybersecurity disclosure 
obligations.6  Corp Fin advised public companies to consider including cy-
bersecurity threats and cyber incidents as a risk factor disclosure pursuant to 
Item 503(c) and to make other cybersecurity disclosures as necessary (e.g., 
including cybersecurity-related disclosures in the MD&A, Description of 
Business, Legal Proceedings, Financial Statements, and Disclosure Controls 
and Procedures portions of their public filings).
	C orp Fin has initiated a review of public company cybersecurity disclo-
sures to ensure compliance with this guidance and proper disclosure under 
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Item 503(c).7  As part of this review, Corp Fin issued comment letters to 
approximately 50 companies addressing various shortcomings with respect 
to the disclosure of cybersecurity risks and cyber incidents.8  Although these 
comment letters relate to companies of varying size and industry, they reveal a 
few common expectations regarding the nature and specificity of a company’s 
required cybersecurity disclosures and the disclosure failures most likely to 
lead to heightened regulatory scrutiny.  
	 First, companies must assess and disclose their cybersecurity risks.  In a num-
ber of its recent comment letters, Corp Fin identified companies’ failures to in-
clude any cybersecurity risk disclosure and requested that such a disclosure be 
included in future filings.  Companies in industries that are frequently subject 
to cyber attack are especially likely to catch Corp Fin’s eye for failing to include 
a cybersecurity risk factor disclosure, as are companies that have been subject to 
recent news articles or public statements concerning cybersecurity risks.
	 Second, disclosures must include sufficient detail concerning the nature 
and extent of companies’ cybersecurity risks and their efforts to remediate 
such risks.  In repeated comment letters, Corp Fin has requested that compa-
nies do more than merely list cyber attack as one of many potential hazards a 
company may face.  Rather, Corp Fin has requested that companies include 
a detailed, separate discussion concerning the risks cyber attacks and other 
cyber incidents pose to their businesses, operations, and reputations.  
	 Third and most significantly, Corp Fin has requested that companies dis-
close if they have been subject to prior cyber attacks or other incidents, even 
if such incidents were not material to their business or operations.  In the vast 
majority of the comment letters issued with respect to its cybersecurity guid-
ance, Corp Fin has requested additional information concerning whether the 
company at issue has previously experienced cyber attacks or other cyber in-
cidents, and has requested that the company disclose any such prior attacks 
or incidents to provide a proper context for the company’s cybersecurity risk 
disclosure.  Corp Fin has requested disclosure even if the company does not 
consider the prior attacks material to its business or results of operations, 
though it has suggested that the company may mitigate the impact of such 
disclosure by explaining that the prior attacks or incidents did not signifi-
cantly impact the company’s performance or operations.  
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Failure to establish and follow a company-wide  
cybersecurity risk management and data protection 
program

	C ompanies make a critical mistake if they lack company-wide cyber-
security risk-management and data-protection programs.  Although there 
is no overarching privacy/cybersecurity regulator, the FTC has interjected 
itself as the principal federal regulator under the Federal Trade Commission 
Act’s prohibition of “unfair or deceptive acts or practices in or affecting 
commerce.”  An “unfair or deceptive” act or practice is one that “causes or 
is likely to cause substantial injury to consumers which is not reasonably 
avoidable by consumers themselves and not outweighed by countervailing 
benefits to consumers or competition.” 9  State regulators almost uniform-
ly have similar authority to protect consumers against unfair or deceptive 
trade practices.  
	A ccordingly, there is a complex web of affirmative requirements for com-
pany-wide cybersecurity risk management programs.  Some regulations, such 
as the Health Insurance Portability and Accountability Act (“HIPPA”) for the 
health sector and the Gramm-Leach-Bliley Act (“GLBA”) for the financial 
sector, are well known.  However countless others impact the way data should 
be handled.10  Even state laws require affirmative protection.  For example, 
Massachusetts’s state security law, Mass. 201 CMR 17, requires businesses 
holding “personal information” to: 

	(1)	 designate an individual who is responsible for information security; 

	(2)	 anticipate risks to personal information and take appropriate steps to 
mitigate such risks; 

	(3)	 develop security program rules; 

	(4)	 impose penalties for violations of the program rules; 

	(5)	 prevent access to personal information by former employees; 

	(6)	 contractually obligate third-party service providers to maintain similar 
procedures; 

	(7)	 restrict physical access to records containing personal information; 
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	(8)	 monitor the effectiveness of the security program; 

	(9)	 review the program at least annually and whenever business changes 
could impact security; and 

	(10)	 document responses to incidents.

	 Similarly, the SEC and CFTC adopted “red flag” rules that became effec-
tive May 20, 2013, with compliance required by November 20, 2013.11  Like 
the FTC’s long-standing red flag rules, the SEC/CFTC rules require a wide 
variety of companies to adopt Identity Theft Protection Programs that iden-
tify warning signals that should alert companies to the risk of identity theft 
and mitigate any identity thefts that ultimately occur.  The red flags program 
must be approved by a company’s board of directors or a committee designated 
by the board.
	 Both state and federal regulators have brought actions against companies 
that have failed to adequately implement these types of data protection re-
quirements.  For example, in 2012, the FTC charged EPN, Inc. with failure 
to have an appropriate security plan, failure to train employees, and failure 
to scan its networks to identify peer-to-peer applications.  A few areas of data 
protection failure are especially likely to draw attention: inadequate security, 
employee negligence, failure to train employees, failure to adhere to privacy 
policies, retroactive privacy policy changes, deceptive data collection, and in-
adequate disclosure of data collection practices.  
	 The primary take away is that companies need to identify their legal 
requirements for data protection and then map their internal processes to 
determine whether they are currently in compliance.  Further protective mea-
sures, such as tracking digital information that leaves the company and evalu-
ating who is logging into the network, can be essential to preventing data loss.  
Although many regulations only address personally identifiable information, 
PIT (which includes information ranging from social security numbers to zip 
codes, depending on the regulation), companies should apply safeguards to 
all information of value, including their own intellectual property.
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Failure to adopt and implement a comprehensive  
cyber breach response plan

	 Companies that fail to adopt and implement a comprehensive cyberbreach 
response plan should expect attention from the FTC.  The FTC has brought 
40-plus actions against companies for data breach, across a wide variety of in-
dustries.  For example, the FTC sued Wyndham Hotels for alleged data security 
failures that allowed hackers to breach its systems three times.  Wyndham has 
fought this lawsuit in the U.S. District Court in New Jersey, arguing that it had 
reasonable security practices.  The court’s decision is expected any day and will 
likely impact the security policies of companies throughout the country.  The 
causes of the breaches the FTC has prosecuted, like those at the Wyndham 
Hotels, have ranged from cyber attacks to negligent employees.  In nearly every 
case, the FTC has imposed a standard penalty: “implement a comprehensive 
information security program and . . . obtain independent, third-party security 
audits every year for twenty years.”  Thus, a single incident of breach may result 
in at least 20-years of enhanced FTC scrutiny.
	 To avoid such prosecution, companies should adopt and implement a 
comprehensive cyber-breach response plan.  The plan should be vetted by the 
board or its designated subcommittee and should be tested regularly.  There 
should be a single point of contact for coordinating the company’s response 
to the cyber incident, and outside counsel should be retained immediately 
to provide legal advice and the protection of work product privilege.  With a 
previously established cyber-breach response team that includes stakeholders 
from the IT, legal, and finance departments and senior executives designated 
by the board, the company should be prepared to contain the breach, co-
ordinate with law enforcement, and develop a communication strategy to 
minimize any public relations damages resulting from the breach.

Failure to provide proper notification of a material 
cyber breach or other incident pursuant to state law 
and other regulations

	 Failing to provide proper notification of a cyberbreach is a mistake that 
could be costly.  Nearly every state in the union has some form of data breach 
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notification statute, but the statutes vary widely.  Some states require notice 
simply upon “reasonable belief ” that PII has been accessed while other states 
require notice only when companies have found risk of misuse or harm with 
respect to such data.  Although the vast majority of these statutes do not pro-
vide a private right of action (i.e., do not allow private citizens to sue based on 
the particular statute), all are enforceable by a state official, typically the state 
attorney general.
	 Such enforcement actions can be costly to companies.  For example, 42 
state attorneys general entered into a $12.25 million settlement with The 
TJX Companies, Inc. as a result of a massive data breach that exposed over 
90 million transaction records.  Similarly, Choice Point entered into a $15 
million settlement with the FTC and a further settlement with 44 state attor-
neys general requiring the company to make multi-million dollar operational 
changes to its business.
	C ompanies should carefully consider when notification is necessary, who 
must be notified, and what the contents of the notification must be – and 
they have very little time to make this evaluation, since some statutes require 
notification within 24 hours.  Additionally, implementing preventive mea-
sures, such as credit monitoring for affected consumers, result in a six-fold 
lower risk of being sued in federal court.12

Failure to monitor and disclose cybersecurity risks 
and incidents associated with significant third-party 
service providers and business partners

	I n addition to monitoring and disclosing its own cybersecurity risks and 
incidents, a company must also monitor and disclose the cybersecurity risks 
and incidents associated with its significant third-party service providers and 
business partners, and may be subject to enhanced regulatory scrutiny for 
failing to monitor and disclose such risks.  Companies increasingly rely on 
third parties for critical aspects of their businesses, including those involving 
key data and electronic infrastructure.  Companies also frequently depend 
on third parties for the encryption and authentication technologies used to 
securely store and transmit confidential information.  As such, the cyber-
security risks and incidents associated with a company’s third-party service 
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providers and business partners may significantly impact its operations and 
the safety of its data.  In light of this risk, regulators, including the SEC, have 
requested that disclosures be made with respect to the cybersecurity risks and 
incidents of a company’s significant third-party service providers and business 
partners and the potential impacts of such risks on the company itself.  Simi-
larly, the FTC has prosecuted companies for failure to adequately safeguard 
data accessed by third parties.  For example, in In the Matter of MySpace, LLC, 
in 2012, the FTC prosecuted MySpace for “constructive sharing”—the shar-
ing of PII with third parties that can be used by third parties to access PII.
	 Thus, to avoid regulatory scrutiny with respect to the actions and inac-
tions of third parties, companies should carefully monitor and disclose the 
cybersecurity risks and incidents associated with their third-party service 
providers.  They should also incorporate and address such risks as part of 
their comprehensive cybersecurity risk management and data protection pro-
grams, and these risk management plans should be reduced to contract with 
all third-parties that handle company data.
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